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Desideratum Psychological & Counselling Services Ltd

Website Privacy Policy
LAST UPDAted: 13-10-2023
BACKGROUND:
Desideratum Psychological & Counselling Services Ltd understands that your privacy is important to you and that you care about how your personal data is used. We respect and value the privacy of everyone who visits this website, https://www.desideratumpsychologicalandcounsellingservices.com Our Site will only collect and use personal data in ways that are described here, and in a way that is consistent with our obligations and your rights under the law.

Please read this Privacy Policy carefully and ensure that you understand it. Your acceptance of this Privacy Policy is requested.  Your acceptance of Our Privacy Policy is deemed to occur upon your first use of Our Site. If you do not accept and agree with this Privacy Policy, you must stop using Our Site immediately.
1. Definitions and Interpretation

In this Policy the following terms shall have the following meanings:  

	“Account”
	means an account required to access and/or use certain areas and features of Our Site;

	“Cookie”
	means a small text file placed on your computer or device by Our Site when you visit certain parts of Our Site and/or when you use certain features of Our Site. Details of the Cookies used by Our Site are set out in Part 14, below; and

	“Cookie Law”
	means the relevant parts of the Privacy and Electronic Communications (EC Directive) Regulations 2003;


2. Information About Us 
Our Site is operated by Desideratum Psychological & Counselling Services Ltd is a Limited Company Registered in England under Company Number 8819212.   
Registered address: Suite 42b, The Aztec Centre, Aztec West, Almondsbury, Bristol, BS32 4TD
Main trading address: Suite 42b, The Aztec Centre, Aztec West, Almondsbury, Bristol, BS32 4TD

Data Protection Representative: 
Dr Maria Thompson
Email address: enquiries@desideratumpsych.com
Telephone number: 0117 313 6822
Postal address: Suite 42b, The Aztec Centre, Aztec West, Almondsbury, Bristol, BS32 4TD

.
Dr Thompson is regulated by The Health Care Professions Council, a regulated professional body and can be identified on the register by the registration number: PYL22952. The professional conduct rules and regulations can be found at: Standards of conduct, performance and ethics | (hcpc-uk.org) 
Dr Thompson is a member of the British Psychological Association and  subscribes to the British Psychological Society's code of conduct which can be found at BPS Code of Ethics and Conduct.pdf and BPS Practice Guidelines (2017) | BPS
3. What Does This Policy Cover?

This Privacy Policy applies only to your use of Our Site. Our Site may contain links to other websites. Please note that we have no control over how your data is collected, stored, or used by other websites and we advise you to check the privacy policies of any such websites before providing any data to them.

4. What Is Personal Data?

Personal data is defined by the UK GDPR and the Data Protection Act 2018 (collectively, “the Data Protection Legislation”) as ‘any information relating to an identifiable person who can be directly or indirectly identified in particular by reference to an identifier’.

Personal data is, in simpler terms, any information about you that enables you to be identified. Personal data covers obvious information such as your name and contact details, but it also covers less obvious information such as identification numbers, electronic location data, and other online identifiers.

5. What Are My Rights?
Under the Data Protection Legislation, you have the following rights, which we will always work to uphold:

a) The right to be informed about our collection and use of your personal data. This Privacy Policy should tell you everything you need to know, but you can always contact us to find out more or to ask any questions using the details in Part 15.

b) The right to access the personal data we hold about you. Part 13 will tell you how to do this.

c) The right to have your personal data rectified if any of your personal data held by us is inaccurate or incomplete. Please contact us using the details in Part 15 to find out more.

d) The right to be forgotten, i.e. the right to ask us to delete or otherwise dispose of any of your personal data that we hold. (We hold your personal data for a period of 7 years, as explained in section 7 but if you would like Us to delete it sooner, please contact Us using the details in Part 15 to find out more).

e) The right to restrict (i.e. prevent) the processing of your personal data.

f) The right to object to us using your personal data for a particular purpose or purposes.

g) The right to withdraw consent. This means that, if we are relying on your consent as the legal basis for using your personal data, you are free to withdraw that consent at any time.

h) The right to data portability. This means that, if you have provided personal data to us directly, we are using it with your consent or for the performance of a contract, and that data is processed using automated means, you can ask us for a copy of that personal data to re-use with another service or business in many cases.

i) Rights relating to automated decision-making and profiling. We do not use your personal data in this way.

For more information about our use of your personal data or exercising your rights as outlined above, please contact us using the details provided in Part 15.

It is important that your personal data is kept accurate and up-to-date. If any of the personal data we hold about you changes, please keep us informed as long as we  have that data.

Further information about your rights can also be obtained from the Information Commissioner’s Office or your local Citizens Advice Bureau.

If you have any cause for complaint about our use of your personal data, you have the right to lodge a complaint with the Information Commissioner’s Office. We would welcome the opportunity to resolve your concerns ourselves, however, so please contact us first, using the details in Part 15.
6. What Data Do You Collect and How?

Depending upon your use of Our Site, we may collect and hold some or all of the personal and non-personal data set out in the table below, using the methods also set out in the table. Please also see Part 14 for more information about our use of Cookies and similar technologies and our Cookie Policy.
	Data Collected
	How We Collect the Data

	Identity Information including: 

Name

Title

Date of birth

Gender
	Online Diary Contact Information Form, telephone conversation, email correspondence, professional referral, insurance company referral self-referral, online referral directories, rehabilitation service, referral from relatives and friends with client’s permission, Social Services, employer referrals, DPCS Website self referral.

	Contact information including:

Address

Email address

Telephone / Mobile Number
	Online Diary Contact Information Form, telephone conversation, email correspondence, professional referral, insurance company referral self-referral, online referral directories, rehabilitation service, referral from relatives and friends with client’s permission, Social Services, employer referrals, DPCS Website self referral.

	Business information including:

Business Name

Job Title

Profession
	Initial session, referrers such as employers, directly from client, friend, family, rehabilitation service referral, insurance referral or other professional referral. 

	Payment information including:

Method of payment only e.g PayPal, Cash, BACS, Stripe, International BACS.
	Online Diary Payment system, Clinical Management System, DPCS Ltd Bank Account, DPCS Ltd PayPal Account, Practitioner taking payment in cash, Insurance Remittance statements, Rehabilitation Remittance payments, Referral Directories that take payment at the time of booking.   

	Profile information including:

Preferences

Interests

Login Details

Appointment History 
Payment History
	During sessions directly from client, Client at time of registration with the service, Clinical management system, DPCS Ltd Online Diary, Insurers, Rehabilitation Service, Online Referral Directories.

	Technical information including:

IP Address

Browser type and Version

Operating System
	DPCS Ltd Website, .iPage Website Hosting Service, Weebly, Google Analytics, Clinical Management Online Diary System

	Data from third parties including:

Technical information

Contact information

Profile information 
	DPCS Ltd Website, Sitelock, Ipage Websiting Hosting Service, Weebly, Google Analytics, Clinic Office5 Services clinical management online diary

	A list of URLs starting with a referring site, your activity on Our Site, and the site you exit to.
	Ipage Website Hosting Service, Google Analytics, Referral Directories, Advertising Directories such as yell.com


7. How Do You Use My Personal Data?

Under the Data Protection Legislation, we must always have a lawful basis for using personal data. The following table describes how we may use your personal data, and our lawful bases for doing so:

	What [We] OR [I] Do
	What Data We Use
	Our Lawful Basis

	Registering you on Our Site.
	IP Address

Cookie preferences

DPCS Online Diary:
First Name

Last Name

Date of Birth

Email Address

Mobile Number

Address


	Legitimate Interests: Processing client, employee or Supervisee data and

Processing for IT security purposes.

	Providing and managing your Account.
	DPCS Online Diary:

Title

First Name

Last Name

Email Address

Mobile Number

Address

Date of Birth
	Contract and Legitimate Interests: Processing Client, Supervisee, Contractor and Employee data and Processing for IT security purposes.

	Providing and managing your access to Our Site.
	Use of the Website:

IP Address

Cookie Preferences

DPCS Online Diary:

Name

Contact details

Date of Birth

Mobile Number

Email address
	Contract and Legitimate Interests: Processing Client, Supervisee, Contractor and Employee data and Processing for IT security purposes.



	Personalising and tailoring your experience on Our Site.
	Use of the website:

IP Address
Cookie Preferences

Messages sent from the DPCS website:

Name

Email address

Use of DPCS Online Diary:

Username

Password

Name

Date of Birth

Contact Information

Email Address

Financial & Payment information

Appointment information

Cancellation information
	Contract and Legitimate Interests: Processing Client, Supervisee, Contractor and Employee data and Processing for IT security purposes.

Processing for IT security purposes.

	Administering Our Site.
	Use of Website:

IP Address

Cookie Preferences

Use of DPCS Online Diary:

Username

Password

Name

Date of Birth

Contact Information

Email Address

Financial & Payment information

Appointment information

Cancellation information
	Contract and Legitimate Interests: Processing Client, Supervisee, Contractor and Employee data and Processing for IT security purposes.

	Administering our business.
	During Initial enquiry communications and during assessment and treatment sessions:

Contact information

Personal Information e.g. sexual life, racial or ethnic origin, trade union membership, legal status, religious or other spiritual beliefs
Sensitive information

Relationships

Family, lifestyle and social circumstances

Employment

Education

Physical Heath

Mental Health

Legal and Forensic
Client account information

Appointments

Pattern of attendance

Invoices and Payments
	Contract and Legitimate Interests: Processing Client, Supervisee, Contractor and Employee data.

	Supplying our services to you.
	During Initial enquiry communications and during assessment and treatment sessions:

Personal Information e.g. sexual life, racial or ethnic origin, trade union membership, legal status, religious or other spiritual beliefs
Sensitive information

Relationships

Family, lifestyle and social circumstances

Employment

Education

Physical Heath

Mental Health

Legal and Forensic 
	Contract and

Legitimate Interests: for the processing of client, supervisee or employee data.

	Managing payments for our services
	DPCS Online Diary:

Contact Information

Financial Information 
Appointment information

Services
	Contract and

Legitimate Interests: for the processing of client, supervisee or employee data

	Personalising and tailoring our services for you.
	During Initial enquiry communications and during assessment and treatment sessions:

Personal Information

Sensitive information

Relationships

Family, lifestyle and social circumstances

Employment

Education

Physical Heath

Mental Health

Legal and Forensic 
	Contract and

Legitimate Interests: for the processing of client, supervisee or employee data

	Communicating with you by any means (e.g. text message, email, Zoom Chat, Telephone, Online or In Person).
	Appointment information

Payment information

Data Subject Access Requests

Out of session materials

Updates, Reviews and Reports


	Contract and Legitimate Interests: for the processing of client, supervisee or employee data

	Supplying you with information by email, text, Zoom Chat, Telephone, Online or in person that you have opted-in-to (you may opt-out at any time by  informing us by email, telephone or online or in person.
	Consent forms

Information about services and approaches

Contact Information

Personal information

Appointment reminders

Appointment cancellations

Clinical Information (reports)

Data Subject Access Requests

‘Out of session’ materials

Sign posting to alternative services
	Contract and Legitimate Interests: for the processing of client, supervisee or employee data


You will not be sent any unlawful marketing or spam. We will always work to fully protect your rights and comply with our obligations under the Data Protection Legislation and the Privacy and Electronic Communications (EC Directive) Regulations 2003, and you will always have the opportunity to opt-out. We will always obtain your express opt-in consent before sharing your personal data with third parties for marketing purposes and you will be able to opt-out at any time.
Third Parties (including Google Analytics, Weebly/IPage, Linkedin, Sitelock,  charity and voluntary sector weblinks and directories, advertisers such as Online Directory, Findatherapist and Psychology Today, SiteLock and tool providers on Our site such as Youtube and ScribD.) whose content appears on Our Site may use third-party Cookies, as detailed below in Part 14. Please refer to Part 14 for more information on controlling cookies. Please note that we do not control the activities of such third parties, nor the data that they collect and use themselves, and we advise you to check the privacy policies of any such third parties.
We use the following automated system for carrying out certain kinds of decision-making. If at any point you wish to query any action that we take on the basis of this or wish to request ‘human intervention’ (i.e. have someone review the action themselves, rather than relying only on the automated method), the Data Protection Legislation gives you the right to do so. Please contact us to find out more using the details in Part 15.

· The following automated decision-making method(s) may be used:

· Clinic Office 5 Clinical Management System operates the online diary.  Depending on your date, time, type of service and payment method selections, the Online Diary will decide which days, times and confirmation options to provide you with. The intention is to allow you to book and if you wish, pay at the time of booking for your selected appointment day and time. It further provides you with your online zoom link or confirmation that further instructions on how to attend in person will be sent to you. The legal basis for processing your data in this regard is legitimate interests for the processing of client and supervisees data.
· Some appointment reminders and automatic cancellation for unpaid invoices are also automated and decided upon by the clinical management system based on the time of your scheduled appointment.  The legal basis for processing your data in this regard is by contract and by legitimate interests for the processing of client and supervisees data.  The intention is to remind clients and supervisees of their upcoming appointments and where applicable, to cancel the appointment to help clients and supervisees avoid the late cancellation fee and to allow someone else to book the time if required.
We will only use your personal data for the purpose(s) for which it was originally collected unless we reasonably believe that another purpose is compatible with that or those original purpose(s) and need to use your personal data for that purpose. If we do use your personal data in this way and you wish us to explain how the new purpose is compatible with the original, please contact us using the details in Part 15.

If we need to use your personal data for a purpose that is unrelated to, or incompatible with, the purpose(s) for which it was originally collected, we will inform you and explain the legal basis which allows us to do so.

In some circumstances, where permitted or required by law, we may process your personal data without your knowledge or consent. This will only be done within the bounds of the Data Protection Legislation and your legal rights.
8. How Long Will You Keep My Personal Data?

We will not keep your personal data for any longer than is necessary in light of the reason(s) for which it was first collected. Your personal data will therefore be kept for the following periods (or, where there is no fixed period, the following factors will be used to determine how long it is kept):

	Type of Data
	How Long We Keep It

	Identity Information including: 
Title

Name

Date of Birth

Age

Gender
	7 Years

	Contact information including:

Personal Email

Work Email (if provided)
Mobile number

Work mobile/Telephone (if provided)

House Telephone number (if provided)

Work Telephone (if provided)

Address (if provided)
	7 Years.

	Business information including: 
Job Title 

Profession
Employer (if provided)
	7 Years.

	Payment information including:

Method of Payment
Day of Payment

Refunds

Credits on Account
	7 Years.

	Profile information including:
Date collected

Cookie Preferences

Interests

Alternative name(s)

Username

Passwords

Appointment history

Contact Form use
	7 Years.

	Technical information including:
IP Address

Browser type and version

Operating System
	2 year

	Demographic information such as country, preferences and interests.  


	IPage (the Desideratum Psychological & Counselling Services Ltd Website Host Provider) indicates in its privacy policy that while it does not collate information about visitors to its websites it does retain non-identifiable information for as long as required by its 3rd party services.  For more specific information review individual 3rd Party services such as Social Media Providers, Advertisers and Google privacy notices to determine the length of time these services retain your information.

	A list of URLs starting with a referring site, your activity on Our Site, and the site you exit to.


	IPage (the Desideratum Psychological & Counselling Services Ltd Website Host Provider) indicates in its privacy policy that while it does not collate information about visitors to its websites it does retain non-identifiable information for as long as required by its 3rd party services.  For more specific information review individual 3rd Party services such as Social Media Providers, Advertisers and Google privacy notices to determine the length of time these services retain your information.


9. How and Where Do You Store or Transfer My Personal Data?

We will only store your personal data in the UK. This means that it will be fully protected under the Data Protection Legislation.

AND

We may store some of your personal data within the European Economic Area (the “EEA”). The EEA consists of all EU member states, plus Norway, Iceland, and Liechtenstein. This means that your personal data will be fully protected under the EU GDPR and/or to equivalent standards by law. Transfers of personal data to the EEA from the UK are permitted without additional safeguards.

AND

We may store some of your personal data in countries outside of the UK. These are known as “third countries”. We will take additional steps in order to ensure that your personal data is treated just as safely and securely as it would be within the UK and under the Data Protection Legislation as follows:

We ensure that your personal data is protected under binding corporate rules. Binding corporate rules are a set of common rules which all our group companies are required to follow when processing personal data. For further information, please refer to the Information Commissioner’s Office.

Please contact us using the details below in Part 15 for further information about the particular data protection safeguards used by us when transferring your personal data to a third country.
The security of your personal data is essential to us, and to protect your data, we take a number of important measures, including the following:

· limiting access to your personal data to those employees, agents, contractors, and other third parties with a legitimate need to know and ensuring that they are subject to duties of confidentiality;

· procedures for dealing with data breaches (the accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or access to, your personal data) including notifying you and/or the Information Commissioner’s Office where we are legally required to do so;
· Website data is only processed by reputable organisations such as Google and the website provider I-Page.
· Ensuring that you are unable to submit special category and personally sensitive information through this website.  For this reason, the contact form has been modified to ensure only minimal identification and client contact data is provided.   

· We have made your connection encrypted and therefore private from your browser to our web server by securing our site with a Standard Security Protocol (SSL) Certificate.  This is indicated by the and a https URL.  

· We use usernames and passwords which can be updated and blocked from access if necessary.  A new strong randomly generated password is provided each time you request a reminder.
· Payments can only be made by PayPal, BACs or Stripe, meaning that at no point is your card or financial information known or held by us.

10. Do You Share My Personal Data?

We will not share any of your personal data with any third parties for any purposes, subject to the following exceptions:
If we sell, transfer, or merge parts of our business or assets, your personal data may be transferred to a third party. Any new owner of our business may continue to use your personal data in the same way(s) that we have used it, as specified in this Privacy Policy.
In some limited circumstances, we may be legally required to share certain personal data, which might include yours, if we are involved in legal proceedings or complying with legal obligations, a court order, or the instructions of a government authority.
If ever it became relevant, we may share your personal data with other companies in our group for audit and service development. If it became relevant, this would include our holding company and its subsidiaries.  
We may sometimes contract with the following third parties to supply certain products and services. 
	Recipient
	Activity Carried Out
	Sector
	Location

	Pioneer Clinical Management System

Data processor
	Processing of Clinical and Financial information
	IT Industry
Application Computer Software and Web Services
	United Kingdom

	Accountants
Data processor
	Booking 
Accounts
	Financial Services Industry
	United Kingdom


	Healthcode

Data Processor
	Invoicing
	Financial Services Industry
	United Kingdom

	Health Insurers (Various)
Data Controller
	Health Insurance

Membership information, Referral, Clinical, financial, attendance, progress and discharge Information
	Health Care Provider
	United Kingdom

	Rehabilitation Services
Data Controller
	Referral, Clinical, financial, attendance, progress and discharge Information
	Health Care Provider
	United Kingdom

	Professional Referrals (e.g solicitors, NHS, Social Services, Local Authorities)
Data Controller
	Referral, Clinical, financial, attendance, progress and discharge Information
	Health & Social Care 
Legal Sector

	United Kingdom

	Zoom

Data Processor
	Telephone, Chat and Video Communications 
	IT Industry Communications Technologies 
	San Jose, California


	Adobe Acrobat DC
Data Processor
	Processing of Documentation
	IT Industry Application Computer Software and Web services
	San Jose, California

	Microsoft Office 365
Data Processor
	Processing of documentation
	Technology and Computer Software
	Redmond, Washington


If any of your personal data is shared with a third party, as described above, we will take steps to ensure that your personal data is handled safely, securely, and in accordance with your rights, our obligations, and the third party’s obligations under the law, as described above in Part 9.

If any personal data is transferred outside of the UK, we will take suitable steps in order to ensure that your personal data is treated just as safely and securely as it would be within the UK and under the Data Protection Legislation, as explained above in Part 9.
If we sell, transfer, or merge parts of our business or assets, your personal data may be transferred to a third party. Any new owner of our business may continue to use your personal data in the same way(s) that we have used it, as specified in this Privacy Policy.
In some limited circumstances, we may be legally required to share certain personal data, which might include yours, if we are involved in legal proceedings or complying with legal obligations, a court order, or the instructions of a government authority.

11. How Can I Control My Personal Data?

11.2 In addition to your rights under the Data Protection Legislation, set out in Part 5, when you submit personal data via Our Site, you may be given options to restrict our use of your personal data. We aim to give you strong controls on our use of your data.  You can let us know if you wish to withdraw consent for your information to be processed at which point your file will be closed.  You are also able to end Zoom Chats and advise us not to contact you by text, telephone or email.
11.3 You may also wish to sign up to one or more of the preference services operating in the UK: The Telephone Preference Service (“the TPS”), the Corporate Telephone Preference Service (“the CTPS”), and the Mailing Preference Service (“the MPS”). These may help to prevent you receiving unsolicited marketing. Please note, however, that these services will not prevent you from receiving marketing communications that you have consented to receiving.

12. Can I Withhold Information?
You may access certain areas of Our Site without providing any personal data at all. However, to use all features and functions available on Our Site you may be required to submit or allow for the collection of certain data.
You may restrict our use of Cookies. For more information, see Part 14 and our Cookie Policy available on Our Website at: 

https://desideratumpsychologicalandcounsellingservices.com/cookie-policy--settings.html.

13. How Can I Access My Personal Data?

If you want to know what personal data we have about you, you can ask us for details of that personal data and for a copy of it (where any such personal data is held). This is known as a “subject access request”.

All subject access requests can be made in person, by text message, but preferably in writing and sent to the email or postal addresses shown in Part 15. To make this as easy as possible for you, a Subject Access Request Form is available for you to use. You do not have to use this form, but it is the easiest way to tell us everything we need to know to respond to your request as quickly as possible.

There is not normally any charge for a subject access request. If your request is ‘manifestly unfounded or excessive’ (for example, if you make repetitive requests) a fee may be charged to cover our administrative costs in responding.

We will respond to your subject access request as soon as possible and, in any case, not more than one month of receiving it. Normally, we aim to provide a complete response, including a copy of your personal data within that time. In some cases, however, particularly if your request is more complex, more time may be required up to a maximum of three months from the date we receive your request. You will be kept fully informed of our progress.

14. How Do You Use Cookies?
Our Site may place and access certain first-party Cookies on your computer or device. First-party Cookies are those placed directly by us and are used only by us. We use Cookies to facilitate and improve your experience of Our Site and to provide and improve our services. 

By using Our Site, you may also receive certain third-party Cookies on your computer or device. Third-party Cookies are those placed by websites, services, and/or parties other than us. Third-party Cookies are used on Our Site for listing directories we are on, social media services such as Linkedin, video service like YouTube and screen reader Scribd, website security like Sitelock and website analytics provided by ipage and google.  These Cookies are not integral to the functioning of Our Site and your use and experience of Our Site will not be impaired by refusing consent to them. For more details, please refer to the table below and our Cookie policy is available on Our website at: 
https://desideratumpsychologicalandcounsellingservices.com/cookie-policy--settings.html   

All Cookies used by and on Our Site are used in accordance with current Cookie Law.

Before Cookies are placed on your computer or device, you will be shown a cookie banner pop-up on the bottom of the page requesting your consent to set those Cookies. By giving your consent to the placing of Cookies you are enabling us to provide the best possible experience and service to you. You may, if you wish, deny consent to the placing of Cookies; however certain features of Our Site may not function fully or as intended. You will be given the opportunity to allow only first-party Cookies and block third-party Cookies.
Certain features of Our Site depend on Cookies to function. Cookie Law deems these Cookies to be “strictly necessary”. These Cookies are shown in the table below. Your consent will not be sought to place these Cookies, but it is still important that you are aware of them. You may still block these Cookies by changing your internet browser’s settings as detailed below, but please be aware that Our Site may not work properly if you do so. We have taken great care to ensure that your privacy is not at risk by allowing them.
The following first-party Cookies may be placed on your computer or device:

	Name of Cookie
	Purpose
	Strictly Necessary

	OptanonConsent
	Cookie Categories and Consent
	YES

	OptanonAlertBoxClosed
	Cookie Consent
	YES

	s_xxxx
	Functional Cookie
	YES

	_sp_root_domain_test_1641767456661
	Functional Cookie
	YES

	_snow_ses.acf5
	Functional Cookie
	YES

	gdpr-kb-p
	Functional Cookie
	YES


and the following third-party Cookies may be placed on your computer or device:

	Name of Cookie
	Provider
	Purpose

	_scribd_session
scribd_ubtc
	scribd.com
	Functional

	sto-id-editor
	weebly.com
	Functional

	___utmvmZEuykvY
___utmvxxxxxxxxxxxxxx
	shield.sitelock.com
	Functional

	sto-id-designer
	editmysite.com
	Functional

	trkCode
trkInfo
	Badges.linkedin.com
	Functional

	NID

__Secure-3PAPISID __Secure-3PSID 

__Secure-3PSIDCC
_GRECAPTCHA
	google.com
	Targeting

	IDE
DSID
	doubleclick.net
	Targeting

	visid_incap_275317 

nlbi_XXXXXXX

incap_ses_*
	sitelock.com
	Targeting

	VISITOR_INFO1_LIVE
YSC
CONSENT
LOGIN_INFO

__Secure-3PAPISID

__Secure-3PSID

__Secure-3PSIDCC
	youtube.com
	Targeting

	rtc
bcookie

li_gc

lidc
	Linkedin.com 

	Targeting

	PHPSESSID
	Findatherapist.co.uk
	Targeting


In addition to the controls that we provide, you can choose to enable or disable Cookies in your internet browser. Most internet browsers also enable you to choose whether you wish to disable all Cookies or only third-party Cookies. By default, most internet browsers accept Cookies, but this can be changed. For further details, please consult the help menu in your internet browser or the documentation that came with your device.

You can choose to delete Cookies on your computer or device at any time, however you may lose any information that enables you to access Our Site more quickly and efficiently including, but not limited to, login and personalisation settings.

It is recommended that you keep your internet browser and operating system up-to-date and that you consult the help and guidance provided by the developer of your internet browser and manufacturer of your computer or device if you are unsure about adjusting your privacy settings.
15. How Do I Contact You?

To contact us about anything to do with your personal data and data protection, including to make a subject access request, please use the following details (for the attention of Dr Maria Thompson):

Email address: enquiries@desideratumpsych.com 
Telephone number: 0117 313 6822 or 07532 182768.

Postal Address: Suite 42b, The Aztec Centre, Aztec West, Almondsbury, Bristol, BS32 4TD.

16. Changes to this Privacy Policy

We may change this Privacy Notice from time to time. This may be necessary, for example, if the law changes, or if we change our business in a way that affects personal data protection.

Any changes will be immediately posted on Our Site and you will be deemed to have accepted the terms of the Privacy Policy on your first use of Our Site following the alterations. We recommend that you check this page regularly to keep up-to-date. This Privacy Policy was last updated on 13/10/2023.
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